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JBS CERTIFICATION MARK PROGRAMME

The general policies of the JBS Certification Mark Programme are as follows:

- The JBS provides certification services for manufacturers participating in the programme and
licensed to use the gazetted JBS Certification Marks to indicate conformity with Jamaican
Standards.

- Where feasible, programmes will be developed to meet special requirements of the submitter.
Where applicable, certification may form the basis for acceptance by inspection authorities
responsible for enforcement of regulations.

- In performing its functions in accordance with its policies, JBS will not assume or undertake any
responsibility of the manufacturer or any other party.

Participants in the programme should note that in the event of failure to resolve an issue arising from
interpretation of requirements, there is a formal appeal procedure.

Further information concerning the details of the JBS Certification Mark Programme may be obtained
from the Bureau of Standards, 6 Winchester Road, Kingston 10.
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Certification of Agricultural Produce Jamaica-Made Mark
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National foreword

This standard is an adoption and is identical to ISO 27002: 2022 Information security, cybersecurity and privacy protection
— Information security controls published by the International Organization for Standardization.

Scope of the standard

This document provides a reference set of generic information security controls including implementation guidance. This
document is designed to be used by organizations:

a) within the context of an information security management system (ISMS) based on ISO/IEC 27001;

b) for implementing information security controls based on internationally recognized best practices;

¢) for developing organization-specific information security management guidelines.

Where the words 'International Standard' appear, referring to this standard, they should be read as 'Jamaican Standard'.
Where reference is made to informative and normative annexes the following definitions should be noted:

e Informative Annex — gives additional information intended to assist in the understanding or use of the document.
They do not contain requirements.

e  Normative Annex — gives provisions additional to those in the body of a document. They contain requirements.

Users should note that all standards undergo revision from time to time and that any reference made herein to any standard
implies its latest edition, unless otherwise stated.

This standard is voluntary.
Committee Representation
The adoption of this standard for the Standards Council, established under the Standards Act 1968, was carried out under

the supervision of the Bureau’s ISO/TC 283 Occupational Health and Safety Management National Mirror Committee
which at the time comprised the following members
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Acknowledgement is made to the International Organization for Standardization (1SO) for permission to adopt 1SO 27002:
2022



