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JBS CERTIFICATION MARK PROGRAMME

The general policies of the JBS Certification Mark Programme are as follows:

- The JBS provides certification services for manufacturers participating in the programme and
licensed to use the gazetted JBS Certification Marks to indicate conformity with Jamaican
Standards.

- Where feasible, programmes will be developed to meet special requirements of the submitter.
Where applicable, certification may form the basis for acceptance by inspection authorities
responsible for enforcement of regulations.

- In performing its functions in accordance with its policies, JBS will not assume or undertake any
responsibility of the manufacturer or any other party.

Participants in the programme should note that in the event of failure to resolve an issue arising from
interpretation of requirements, there is a formal appeal procedure.

Further information concerning the details of the JBS Certification Mark Programme may be obtained
from the Bureau of Standards, 6 Winchester Road, Kingston 10.

CERTIFICATION MARKS
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Product Certification Marks Plant Certification Mark

Certification of Agricultural Produce Jamaica-Made Mark
(CAP) Mark
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National foreword

This standard is an adoption and is identical to ISO/IEC 27010: 2015 Information technology — Security techniques —
Information security management for inter-sector and inter-organizational communications published by the International
Organization for Standardization.

Scope of the standard

This International Standard provides guidelines in addition to the guidance given in the ISO/IEC 27000 family of standards
for implementing information security management within information sharing communities.

This International Standard provides controls and guidance specifically relating to initiating, implementing, maintaining, and
improving information security in inter-organizational and intersector communications. It provides guidelines and general
principles on how the specified requirements can be met using established messaging and other technical methods.

Where the words 'International Standard' appear, referring to this standard, they should be read as 'Jamaican Standard'.

Where reference is made to informative and normative annexes the following definitions should be noted:

e Informative Annex — gives additional information intended to assist in the understanding or use of the document.
They do not contain requirements.

e  Normative Annex — gives provisions additional to those in the body of a document. They contain requirements.

Users should note that all standards undergo revision from time to time and that any reference made herein to any standard
implies its latest edition, unless otherwise stated.

This standard is voluntary.
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27010: 2015



